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ON ENTANGLED PHOTON PAIR SOURCES

Octavian DANILA', Florian KAISER?, Lutfi Arif BIN NGAH?, Sebastien
TANZILLI*

In this paper, we wish to present the most important experimental
research behind the progresses in the realization of entangled photon pair
sources with superior operational parameters. To this extent, both the physical
phenomena and experimental solutions behind the different types of sources are
analysed and operational parameters of the resulting sources are compared.

1. Introduction

Quantum key distribution [1] is the most important aspect of obtaining the
unconditionally secure encryption keys used in quantum cryptography schemes.
The quantum approach on information transmission proved itself by exhibiting
two major advantages over the classical approach: First of all, the informational
values extracted from manipulating quantum elements are purely random, as
opposed to the quasi-random keys generated from classical algorithms [2], and
secondly, the quantum exchange of information makes it possible for the
participants to establish whether or not their transmission was listened on by an
arbitrary eavesdropper. Two-particle entanglement [3] has been employed in
cryptographic protocols as an improvement to costly single photon transmission
experimental set-ups, that require each of the two participants to posess a single
photon source for secure communications. This new approach is known to reduce
the cost for hardware and it does not require source authentication. The source
thus built can be used to transmit pairs of entangled photons, which the two
participants use as information-bearing quantum elements, in order to exchange
keys. The key transmission is not done directly, but rather by deduction, following
the known entanglement type of the source. This means that recording and
reading of the incoming photons need not be done at the same time, as in the case
of single photon transmission, but rather at different times, lightening the work of
the detection hardware. The most commonly used encryption observable of the
photons is polarization, due to its manipulation convenience throughout the
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communications channel, but other observables can be used, such as time-of-
arrival of the photons with same polarizations [4].

In this paper we review the main realizations of entangled photon pair
sources that is based on either bulk crystals [5] or an integrated optical solution,
namely a periodically poled lithium niobate waveguide [4],[17]. Different studies
also used a potassium titanyl phosphate waveguide [6]. Theoretical [7] and
experimental studies on the geometry and layout of the guiding device are
currently researched, in order to couple as much pump light as possible. The paper
also reveiws solutions for manipulation of photons for optimal net photon pairs
and entanglement visibility at the two detection stages. Furthermore, the qualities
of the sources are outlined, keeping in mind the chronological context and the
development stage of the serving industry. The paper is organised as follows:
section II will give a brief outline of entanglement based cryptography, section I11
will present the most important entangled photon pair sources that were developed
and section IV will draw the conclusions of our review.

l. Entanglement based quantum cryptography

The field of quantum cryptography focuses on providing any participant to
a conversation with an unconditionally secure encryption key for the desired
message. Up until now, there is only one value-based protocol that successfully
offers secure keys. This is called the Vernam protocol [8], and it employs a key
string K associated to the desired transmission message string M . Literature
denotes the two participants to the conversation Alice and Bob. If Alice wishes to
securely transmit her message string to Bob, she encrypts the message with the
key by a simple modulo 2 addition, and then sends the result on the channel. At
detection, Bob applies the inverse of the key with the same operation and thus
recovers the key. The whole process can be written as:

M M—)T =M ®K communication ST decryption sM =T ® K—l (1)
For the Vernam protocol to work, some conditions must apply. First of all, the key
and message strings must have the same sizes. The protocol uses the key string
only once per transmission, and thus requires purely random keys to be generated.
The Ilatter condition proved to be a significant impediment to classical
cryptography, as no purely random key strings can be obtained using classical
methods. The closest to this desired result has been obtained by factorization of
very large integers, which offers a quasi-random key string, but such a key can be
decoded with a finite computing power. This further opens the way for quantum
treatment of the encrypting key, which offers both purely random key strings and,
as a bonus, permits the detection of a potential eavesdropper, called Eve in
literature. Quantum cryptography uses qubits instead of bits as units of
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information. Just as the classical bit takes the logical values 0 and 1, the qubit is a
quantum state that can reside in the orthogonal states |O> and |l> , but also in any

superposition of the two a|0>+ﬂ|l>, with aand [ being the probability

amplitudes of the orthogonal states [3]. Depending on the protocol, the quantum
state carriers are chosen to be photons, and the measured observable is the
polarization. Polarizations are assigned the values 0 and 1 according to the
conventional analyzer angles determined by the construction of the protocol. The
most important quantum key distribution protocol is based on the transmission of
single photons. Alice sends photons in both horizontal-vertical and diagonal-
antidiagonal bases and keeps a copy of the states for herself. Bob sets his
analyzers at the same angles as Alice and, after recording the incoming photons,
he announces the values he obtained. Alice eliminates the entries in which the
bases do not coincide, and then compares the values with Bob’s. Ideally, the two
obtained keys must coincide at this point. If any eavesdropper is on the line
though, any foreign measurement of the transmitted states will change the
polarization angle according to its chosen bases (Eve does not know what
polarisation angles Alice and Bob use as bases) and thus introduce errors in the
two final keys. This yields the qubit error rate parameter, responsible for
eavesdropper detection. If the qubit error rate is greater than a fixed value,
convened by Alice and Bob before the conversation starts, the conversation is
dropped. Otherwise, Alice will proceed to send her message by creating a new
secure key. This protocol is generically called BB84, and it was invented by
Charles Bennett and Gilles Brassard [1].

The use of entanglement has proven to be a very beneficial alternative to
single photon quantum cryptography. Entangled states have been theoretically
characterised as multi-dimensional states that exhibit an irreversible link between
the states of the composing systems. The simplest example that is used to
illustrate such states is the maximally entangled Bell states, which can be written
as:

\W):%(]mﬁpo)) )

4) %(]oo)ﬂn)) 3)

The most basic method of discerning between separable and entangled states is
called Bell’s inequality [9], later expanded into the CHSH inequality [10]. For an
entangled state in which any expectation value of a measurement done on a
subsystem with two observables a and b may yield a =1 result, the CHSH
inequality is written as:

S =|E(a,,b,)+E(a,,b,)+E(a,,b )~ E(a,,b, ) <2 4)



254 Octavian Danild, Florian Kaiser, Lutfi Arif Bin Ngah, Sebastien Tanzilli

where S represents the Bell parameter and E(ai ,b j) is the correlation experiment

between the a observable of subsystem i and the b observable of subsystem j. It
has been proven that for the case of entangled states, this inequality is no longer

respected, up to the maximum value of S =2+/2. This is the case of the Bell
states shown in (2) and (3).

The use of such states as a resource for quantum key distribution has been
done extensively, beginning with an idea developed by Artur Ekert [11]. He
proposed that rather than Alice have to send the single photons for recording and
comparison, and thus having to detain complex single photon generation
apparatus, both Alice and Bob act as detectors and share two keys that come from
an independent photon pair source. The source can act as a server and does not
need to be trustworthy i.e. Bob does not need to know that the message comes
from Alice up until he can verify his key with that of Alice. This is a major
implementation advantage. The protocol works as follows: A polarization
¢i> (type 0 source) or ‘n//i> (type II) to
both Alice and Bob. For simplicity, we shall consider a type II source. Both
detectors will have three polarization analysis angles, each set exclusively at 0°,
22.5°, 45°, 67.5° and 90°, such as one polarization angle is common and the other
two are different. The most common set-up is having Alice’s analyzers set at 0°,
22.5°, 45° and Bob’s analyzers at 45°, 67.5° and 90°. They both shift randomly
between the chosen states, and obtain the desired key for cases when both have
the same analyzer angle. The keys obtained in different analyzer bases are used
for entanglement quality measurements, such as Bell measurements. After
publication of results, ideally Alice and Bob’s are exactly opposite qubit for qubit.
Any deviation to this ideal case represent the presence of an eavesdropper on the
communication channel.

entangled photon pair source, emits either

1. Source Development

The central device of an entanglement based quantum key distribution
communication scheme is the entangled photon pair source, consisting of three
stages: entangled photon generation, photon manipulation and detection. While
generation and detection have a straightforward meaning, manipulation usually
consists of subsidiary control stages. These ensure identical photons are sent to
the detection stage, and use a post-selection scheme in order to project the
generated entangled state to the detectors. Ideally, the source must be able to send
as many entangled photon pairs as possible, while maintaining a good
entanglement visibility for the transmitted pairs. This is easier said than done, as
in real experiments, the two photons must be kept identical for any other type of
measurement except that which defines the entangled state. Usually, even small
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perturbations induced by the environment can very easily destroy the entangled
state, which translates directly into a decrease in entanglement visibility.
Furthermore, the efficiency of the entangled state generation device must be as
high as possible, in order to provide a longer encryption qubit string. The
entangled photon pair is created by employing a non-linear optical effect —
spontaneous parametric down conversion into bulk crystals and non-linear
waveguide structures. The sources presented in the paper rely exclusively on this
process, but use somewhat different photon manipulation set-ups in order to
provide the best quality. The layout of any polarization-based (type I and II)
entangled photon pair source is presented in Figure 1, with the addendum that
extraction of a type 0 entangled state cannot be done directly, and thus requires
some different manipulation schemes
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Fig. 1: Detailed layout of a type I and II entangled photon pair source

One of the first endeavors in creating a successful source model was
devised by a team led by Paul Kwiat [12]. The source is responsible for
producing maximally entangled Bell states, of the user’s choosing. The central
device was a bulk non-linear BBO (beta-barium borate) crystal, that produced
entangled photons at the degenerate wavelengths of 702 nm, with a bulk
birefringent walk-off compensation. The reported Bell parameter ranged from
—2.6489+0.0064 to 2.557+0.014, while raw coincidence rates added to 45
coincidences/s. Entanglement visibility was established at 95%, strongly violating
Bell’s inequality. Other similar sources [13], [36] reported slight improvements to
this set-up.

The experimental setup was respected by many other sources that
followed, technological progress in manufacturing the component devices of the
sources contributing in an essential manner to the improvement of operational
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parameters. The first direction the new set-ups undertook was the shifting of the
degenerate wavelength to the infrared spectrum, making the sources more
compatible with the optical fibre devices that enable long-distance
communication.

The most widely-approached entangled photon pair sources make use of
creating polarization entanglement. The polarization entangled photon pair
sources reported in [14] and [5] have employed a combination of bulk and fibred
solutions at 1560 and 1310 nm respectively, with superior coincidence rates and
high entanglement visibility ( > 98% ). Both set-ups used a periodically poled
lithium niobate waveguide as an entangled photon pair generator. An alternative
to this waveguide was reported by E. Pomarico et al. [15] in the form of a
Ti:PPLN waveguide. A fully fibered solution, together with a birefringent walk-
off compensation and deterministic post-selection stage is reported in [16], with
an entanglement visibility of 99.5% and 1100 coincidences/s. This represents a
very performant system, capable of attaining superior key exchange rates in terms
of quantum key distribution.

The source reported in [16] makes use of a very powerful Ti:Sa laser
device, capable of providing high-power continuous wave output of 2.5W, and
emitting at a wavelength of 769.883 nm. Such power was necessary for obtaining
a large number of generated photon pairs, being reminded that the average
generation efficiency of the non-linear waveguide that was used in the experiment
was measured at 107, while the pump wavelength was chosen that which yielded
the maximum second harmonic generated photons. The generating device was
chosen a periodically poled lithium niobate waveguide [16], that was stabilized in
terms of temperature and corrected in terms of non-linear emissions up to the
appropriate 1539.766 nm wavelength.

As every non-linear optical device is concerned, the material’s most
important property, anisotropy, may prove to be a very destructive factor in terms
of entanglement preservation. The delay introduced by the waveguide will only
apply to one polarization of the generated two, establishing different a time-of-
arrival at the detectors. This renders polarization measurement useless, as it can be
easily inferred from a temporal measurement. To counter for this obstacle, a
length-specific anisotropic optical fiber was coupled to the output of the
waveguide in order to slow down the faster propagating photon. The length was
calculated in such a manner that the fast and slow components of the entangled
pair exit the fiber simultaneously. Furthermore, instead of just using a typical
beam-splitter to achieve post-selection, a deterministic approach was reported,
namely by splitting the spectrum of the overlapping photons into two adjacent
transmission windows, and knowing that, according to the phase matching rule
[18], [37] that makes entangled photon pair generation possible

0, =0, +o, (5)
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if one photon of the pair is detected in one window, the other one is bound to be
detected in the complementary window. In equation 5, subscripts p,s and i stand
for pump, signal and idler photons.

Detection was achieved with the help of state-of-the art avalanche
photodiodes [19] running in synchronized gated mode, the master photodiode
commanding the slave photodiode to open at a certain time after detecting its
photon. A complete graphical description of the source can be found in Fig. 2.
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Fig. 2: Layout and results of an ultra-performant type II source. Adapted from [16].

Conversely the type 0 Bell state described in Equation (3) cannot be post-
selected by means of polarization control. This implies that a different observable
must be measured. A simple solution was proposed in [4] by post selecting in
such a way that one polarization is delayed from the other one, ensuring that
whenever a type 0 Bell state is generated, is indistinguishable at detection. On the
other hand, any other types of entangled states are easily detected because of the
different time-of-arrival. The set-up closely resembles the type I and II source
arrangement. To illustrate this principle-of-operation, let us consider that at the
post-selecting 50/50 beam-splitter arrives an identically polarized photon pair.
Due to the construction of the source, this pair will either be transmitted or
reflected at the output ports, and the pair components will follow the same path,
thus arriving at the same time at the detectors. If, however, at the beam-splitter, an
orthogonally polarized photon pair arrives, only one photon of the pair is reflected
to the delay line, inducing a controllable (thus detectable) delay at detection.
These states will be discarded in order to ensure the creation of pure type 0
entangled states. The detailed source setup is presented in Figure 2. Photon
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manipulation is easier in terms of wavelegth-temperature drift, but much more
difficult in terms of pump wavelength stabilization, where special methods have
to be used. The reported raw entanglement visibility for the respective source is
99 £ 3%, with a Bell parameter of 2.82 £0.02. This is a great improvement from
other implementations [20], which reports a raw entanglement visibility of 85%.
The main difference between the two sources is the use of a pulsed pump in [20]
as opposed to its continuous-wave counterpart in [4]. Apart from this, the
improvement relies mainly on the technological progress of the constituting
devices.
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Fig. 3: Layout for a type 0 entangled photon pair source. Adapted from [4]

Another method of of obtaining the desired type 0 Bell states at detection
is based on Sagnac interferometry [21] and the use of a periodically poled KTP
crystal, yielding a reported fidelity of 98.2%. The Sagnac interferometer is a
device that allows passage in either clockwise or counterclockwise direction,
depending on the pump photon polarization. In the respective set-up, the Sagnac
interferometer consisted of a polarization separator and combiner, a polarization
flipping stage and the SPDC stage. If at the input a horizontally polarized photon
is provided, it passes to the generation stage, yielding a horizontally polarized
entangled pair. The polarization flipping provides a vertically polarized pair at the
output of the interferometer. Conversely, if a vertically polarized photon arrives at
the input, it passes through the flipping stage first, changing its polarization to a
vertical one, and then undergoes the SPDC stage, yielding a vertically polarized
entangled pair at the output. This method ensures a reliable post-selection for the
type 0 entangled state, together with a phase compensation of the two state
contributions.
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To overcome the temporal randomness of the entangled photon pair
generation process, there have been devised solutions that rely on higher order
photon pair emissions. The first approach [22] reported the control of the
entangled state production via a synchronous three-pair generation, in which two
pairs that are detected announce the presence of the third pair. This type of source
was coined as a heralded source, with reported applications in routing or
entanglement swapping [3].

The operating principle of the heralded source according to [22] is the
following: As a consequence of previous research [23], it has been demonstrated
that production of deterministically manageable or heralded photon pairs with
conventional down-conversion sources and linear optical devices must be
provided with at least three entangled pairs. The source successfully creates six
photons simultaneously and passed through a narrow-band filter before being

coupled into optical fibers. They are analyzed in the |H /V> and |i45°>basis

sets. By analysis of the four-fold coincidences in the reflected ports of the two
polarized beam-splitters placed at the output of the source, the complementary
state corresponding to the transmission ports of the beam-splitters can be deduced
without direct measurement. As is intuitively expected, the resulting probability of
obtaining a heralded photon pair is roughly exponentially dependent on the
transmission ratios of the two beam-splitters, with a Poissonian error.
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Other experimental approaches were not limited to the creation of Bell
states (although these states offer the desired amount of security). In this sense,
the source developed in [24] exploits the generation of GHZ (Greenberger Horne
Zeilinger) states
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The source uses cascade SPDC generation of the photons, yielding a triplet count
of 5.6tl.1per hour. The phenomenon of three-dimensional cascaded SPDC
generation consists of using either the signal or idler photon resulting from a
typical SPDC process as a pump for another generation stage. As it may be
deduced, this second SPDC process has its own efficiency, which by cummulation
leads to a very low generation efficiency, typically in the 107 region. The low
count rates make it impossible to establish a measurement of entanglement
visibility, but higher power lasers may be able to resolve this impediment.
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Fig. 5: Layout of a tri-dimensional entangled (GHZ) photon pair. Adapted from [24].

The observation and generation of high-quality entangled photon states
allowed the perspective of harnessing entanglement from other types of quantum
particles. Thus, extensive research has been carried out for demonstrating an
making use of atom-photon entanglement, atom-atom entanglement, quantum
dots, and, most recently nuclear particles such as entangled neutrino pairs as a
result of tau-lepton decay [25].

Atom-photon and atom-atom entanglement are responsible for the
development of static entanglement swapping and teleportation of the state
transported by the input photon to the output of the atomic swapping device.
Atomic ensembles that can fulfill this operation are generically called quantum
memories. The operation of such a device is divided into two main stages:
entrapment of the photon for a sufficiently long period of time and the actual
extraction its state. Photon traps are built as an electromagnetical resonator, that
develops an energy sufficiently large as to compensate for the inertial momentum
of the atoms. By bombarding the suspended atoms with the carrier photons, the
state is translated by absorbtion to the atoms, and can be translated to the output
by stimulated photon emissions.

Entangled nuclear pairs exhibit the same properties as their photonic
counterpart, but at higher energies. This equivalence opens new perspectives on
transmitting information between systems that are opaque to photons but
transparent to nuclear particles. The most proeminent entanglement-generating
process is the tau-lepton decay into an entangled neutrino pair, although muon
decay can also generate the same entangled neutrino pairs. Neutrinos from muon



On entangled photon pair sources 261

decays are emitted at lower energies, and thus are influenced by the various
magnetic fields in space. The advantage of neutrinos against the photons is that
neutrinos can penetrate almost any environment, due to their high energy. If for
photons and atoms the main observable is polarization, for neutrinos, the
measured observable is the flavour of the particle.

Although the main application of entangled photon pair sources is
quantum key distribution, which was extensively researched in literature [3],
another field that makes use of such states is quantum computing. Creating an
entangled state from two independent states is achieved by employing quantum
gates. A quantum gate is the equivalent of the classical gate, in the sense that any
quantum realizes the same logical operation as its classical counterpart, but it
takes qubits rather than bits as inputs. However, there are quantum gates that have
no classical equivalents. As a uni-dimensional example, the most important is the
Hadamard gate, which transforms a basis state into a superposition of basis states:

H[0)=—=(0)+[1) ©

1) == (1)-[0) )

For the bi-dimensional case, the controlled NOT (or CNOT) quantum gate
has no classical equivalent. The gate has two inputs (control and data inputs) and
two outputs (control and data output). The operation of a CNOT gate is as detailed

as follows: If at the control input a |0> state is received, the data input is

transmitted unmodified to the output. If, however, a |1> state is received at the

control input, the data input state is inversed to its orthogonal counterpart and
transmitted to the output. In both cases, the control input is transmitted
unmodified at the control output. The gate operation can be summarized with the
following expressions:

CNOT|00) =|00) (8)
CNOT|01) =|01) )
CNOT|10) =|11) (10)
CNOT|11) =|10) (11)

By combining the two quantum gates in a convenient way, Bell states can
be obtained from two independent uni-dimensional states. Explicilty, the
antisymmetric Bell state can be obtained from:

ly*)=CNOT(H|0)) (12)
|y =) =CNOT (H|1)) (13)
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From an experimental point of view, while the Hadamard gate is
implemented by a device as simple as a polarized beam-splitter, the CNOT gate
has proven to be a very difficult device to manufacture. However, literature
reports realizations of such gates ([26], [34] and references thercon) as a
combination of heralded states, SPDC processes similar to those exhibited in the
dedicated sources and linear optical components (beam-splitters with different
transmission/reflection ratios). The effectiveness of any CNOT gate can be
quantified by measuring its ability of producing an entangled state. The
entanglement visibility of this state is then compared to visibilities achieved by
dedicated sources. Other realizations [27] report the realization of a Knill-
Laflamme-Millburn (KLM) CNOT gate with various other linear optical
solutions. Other quantum computation experiments are detailed in [28] and [29].

A very new direction of study, in which entanglement and thus entangled
photon pair sources are required, is the quantum controlled delay choice
experiment. By purely random switching of the type of measurement executed on
a quantum element, experiments show that a morphing behaviour between the
particle and wave nature of quanta can be obtained. Consequently, this behaviour
will erase the information of the measured element. Recent studies [30], [31] have
shown that by employing an entangled pair and measuring just one half of the pair
according to the delay choice scheme, the morphing behaviour can be avoided, by
direct communication and deduction of the measured state. This new findings
open the way to a new series of experiments which delve even stronger into the
unknown which consitutes the quantum world.

1. Conclusions

The aim of this paper was to investigate the most important solutions
devised in order to enhance the reader’s grasp on a rapidly growing field of
expertise, where every photon, or rather every photon pair counts. With entangled
photon pair production and manipulation becoming an ever more demanding
operation in terms of operational parameters, all the continued improvements in
the design and construction of entangled photon pair sources make quantum
communication and quantum computing projects such as those described
essential. By providing the participants with high-fidelity entangled photon pairs
over increasingly longer distances between them, quantum key distribution can be
integrated into conventional encryption-decryption applications. In addition to
this, special new methods of treating information can be devised, by manipulating
the morphing behaviour of quantum elements with surprising results.
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